Базовая проверка

1. Открыть в браузере https://ecp.sfr.gov.ru/sedo/rest/pckg– убедиться что при переходе по ссылке возникает 401 ошибка
2. Выполните запрос POST /auth указав параметры своего оператора – в ответ должен быть выслан access\_token
	1. client\_id – был передан отдельно от документа;
	2. request\_id – сгенерирован на стороне оператора;
	3. timestamp – дата и время формирования secret-a;
	4. secret - client\_id, request\_id и timestamp зашифрованные на вашем сертификате.

Расширенная проверка(проводить только с указанными данными)

1. Сформировать пакет по стандартному алгоритму, используя следующие данные:
	1. В блоке «Страхователь» в описи содержания пакета указать ошибочный ИНН «4935903331»;
	2. В блоке «Страхователь» в отчёте указать ошибочный ИНН «4935903331».
2. Отправить пакет выполнив запрос POST /push – в ответ должен быть направлен package\_id
3. Выполнить запрос GET /pckg – в ответ запрос направит id пакета с типом «УОПП».
4. Выполнить запрос GET /pckg/{package\_id} с указанием id пакета с типом «УОПП» – в ответ запрос вернёт пакет пакет с файлом УОПП. В файле будет указана ошибка с кодом «07010407» и описанием «Страхователь не найден».

Если какой-либо из пунктов вернул отличный от ожидаемого результат – необходимо написать в чат «Пилотное тестирование ЕЦП с операторами»